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NEW HEALTHCARE BILL WOULD IMPACT PROPRIETARY & CONTRACT SECURITY.  In the past few years from our perspective only two costs have gone up with regularity: tuition and health insurance.  It’s hard for us to see how the 1K lobbyists in Washington working only on behalf of health insurance firms won’t make sure that their clients come out OK with
the new bill. An astounding argument from OMB is that passing the 
new healthcare bill will cut the deficit. 


We like the idea that people should have health insurance the

same way they insure their cars. The shorter longevity of Americans 
compared with other advanced nations is partly because a portion of 
the public doesn’t get the healthcare it should until it’s too late. 


The new bill will cover 95% of the population. But let’s be
candid. It will cost the workplace—and the taxpayer—more. This 
cost will be reflected in proprietary and contract security services. 
(See Part III.) Here are features of the new bill:

· Once implemented the new bill will cost $940B over a decade. But, OMB claims it will cut
     $130B from the deficit because of the new taxes. This includes a 3.8% Medicare tax on
     investment income from earners of more than $250K per year. 
· Employers with fewer than 50 employees are exempt from the legislation. The burden to be self-

insured is transferred to the employee. If the worker in such businesses fails to provide for his or 
     her own healthcare coverage, a penalty of $695 could be assessed. 

· Premium healthcare programs could be taxed in addition to already being costly. Individual

policies costing more than $10.2K, and $27.5K for families, will go into effect in 2018. 
· As mentioned above, security services are likely to cost more. Hence, it’s mildly inflationary. 

INFO PROTECTION: NEW COPY MACHINE MODELS MAY KEEP PAST IMPRESSIONS.  Just when you thought it was safe to photocopy something confidential, comes news that new generation copy machines might save it all on their hard disks. And these can be hacked. Copy machines are routinely used for confidential documents. But few users are aware that all high-volume photocopy machines, made in the last five yrs. or so, keep a copy of everything printed. 


If the copier is available via network, a hacker may enter the system and see what has been transmitted without having to break into a copy room and steal the hard disk. Here’s a strategy: Inform the office that anything photocopied directly or via the web to a central printer is likely to be archived in the copy machine’s hard drive. Yet, use of copy machines for confidential documents may be unavoidable. 

As more hackers learn how to compromise a system and access the hard drive, the risk to confidential documents grows. When disposing of a copier, the security conscious user will remove the hard drive, destroy it physically, and replace it with a new one if the machine is been resold. As a cheaper measure, the workplace could erase memory and change the pass codes through the machine panel. The sensitive impressions are still there, but a higher level of computer savvy is required to access the images. Finally, computers needed for protected work should be protected separately and not Web interfaceable. 
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HUMANIZING SERVICES: COUNTY REMOVES BULLET-RESISTANT GLAZING.  Constantly increasing physical security is the best policy, right? Not necessarily. Security that cannot be justified can result in diminished returns. This is particularly true when human contact is reduced in quality. 


Affluent Marin County, CA, completed a “lavish pension headquarters” complete with showers for staff, kitchen, and a high-tech boardroom. For pensioners who came with questions of concern, bullet-resistant glazing was installed. But a new acting administrator, Tom Ford, removed the glazing to make a “more welcoming, friendly atmosphere in our lobby” with better communications. Ford noted at the time that no regulation calls for such bullet-resistant protection. 


Ford observed that some elderly pensioners had to speak through the thin slots at the bottom of the thick transparent panels. Employees in the office applauded the removal of the glazing. 
VAULT PROTECTION: WEAKNESS IS GREATEST IN THE CEILING.  A recent burglary attempt at a savings bank vault burglary in Queens, NY, brought a predictable result. The thieves were able to penetrate into the bank from the ceiling with two holes. But they weren’t able to enter the vault and loot the safe deposit boxes. They escaped after causing damage but no contents were removed.  


That’s par for the course. Years ago banks occasionally experienced horrendous weekend burglaries in which vault contents were looted after the burglars compromised the alarm system and broke into the vault itself. Today, alarm systems are difficult to compromise. Moreover, the vault of the past itself has undergone a substantial transformation. 

The thick cement walls reinforced with steel are from the past. In 1984, Underwriters Labs. approved new lightweight wall construction that accomplishes the same objective. The composite materials revolutionized how physical assets are protected. Vault walls can be curved. Ceilings and floors can meet different standards. For example, walls and floors can meet UL Class 1 standard, protecting against 30 min. of tool & torch attack and the ceiling can have Class 2 or one hour protection. The weakest point is usually the ceiling, says CustomVault’s evp Mike Elliot. 



Easy to install. Modular vault panels are made off- 
locations and trucked to the new site. Instead of the 
contractor having to pour concrete and let it settle, the new 
panels are assembled in hours by welding. 


Lightweight modular vaults can fit any size. Elliot 

talks of wealthy individuals with their own in-house vaults to
store art, jewelry, and whatever. CustomVault also produces 
field vaults for the military meeting GSA standards where 
weapons can be safely stored. Biggest recent vault constructed: 
A drive-in unit to store pharmaceuticals in control schedules. 
AIRPORT SECURITY: DUTCH REPORTER SHOWS WEAKNESS WITH BREACH.  It’s clear that terrorists have a lot of imagination. In fact, using imagination has aided them to cause major global havoc without having to use much money. The problem with traditional security is that it usually responds to the past in a catch-up kind of way. When terrorists find a new vulnerability, they exploit it and conventional security planners wonder why they couldn’t have been more effective at anticipation. 


Earlier this month, a Dutch investigative journalist, Alberto Stegeman, reported a breach he achieved at Amsterdam Schiphol Airport on Feb. 16. The reporter purchased a bottle of rum from a duty-free shop at the airport. He then emptied it and filled it with water. Next he returned to the store and “bought” the refilled bottle which the shop sealed in a bag with the receipt allowing him to take it through security checks. He carried the bottle onto a plane that landed in London, where he transferred to a flight to Washington. Suppose that instead of water it was a transparent explosive liquid?

Needing to adjust protective measures. The reporter said he faced additional checks by airport security after he was recognized by security officers. That’s good. In 2008, the reporter first posed as a worker for three months and then, passing through security unchecked, he later used his pass to enter the hangar housing the Dutch royal family’s plane. Still, security didn’t look inside the bag to ascertain the contents. They noted that the bag information coincided with the flight number. But that was it. Stegeman deserves commendation for revealing the significant security gap. 

Dutch officials say that additional measures have been put into place. Good to hear. Without them it is now clear that explosives could be brought onto a plane by a terrorist, assuming that an accomplice was able to bring such material into the sterile area of an intl. airport. Conceivably, the days of purchasing and bringing one and two liter bottles of spirits onto transatlantic flights could come to an end.  
SECURITY TECH BRIEFS.  We have reported on Unmanned Aerial Vehicles (UAVs) as a cool way to patrol large outer areas. The sensing technology—developed for military and intelligence use—can help protect forests, water catchment areas, mines, and lengthy land borders. We expect further growth in the use of UAVs in numerous other ways. Now a first: last Nov. the police in Merseyside, UK, purchased the first UAV of any UK police service. Last month the UAV there tracked an auto thief and resulted in his arrest. Abandoning the stolen car, the thief hid in a nearby undergrowth. But the UAV above picked up his body heat and directed police real-time to his hiding place. 

Bulletproof vests have saved numerous lives in recent decades. The original protective material was DuPont’s Kevlar®. However, other materials have sought market share. A recent case involving a material called Zylon has created a controversy. Made in the Alabama plant of Lincoln Fabrics, the material has been deemed substandard since at least 2001.


Lincoln has agreed to pay the US govt. $4M in penalties. More than $54M has been collected from the body armor industry since 2007 for the knowing use of selling faulty Zylon bulletproof vests. At least two police officers have been killed wearing Zylon vests. The Natl. Inst. of Justice delisted Zylon in 2005 as an approved material for ballistic vests. However, some sales of vests with Zylon have continued.    

Guess what? Full-body scanners are coming to an airport near you. The first of 150 are being installed now around the country. They are being paid for by the 2009 stimulus plan. The funds were made available after a Nigerian allegedly attempted to blow up a Detroit-bound airliner last Christmas. 

But 150 won’t be enough, since airports can be large and about 450 scheduled airports serve the nation. Over the past year TSA has examined competing technologies. The winner last Sept. was Rapiscan, Torrance, CA (a sub. of OSI Systems). More stimulus money will bring installations up to 1K. The ACLU has denounced the technology as a “virtual strip search.” 

Similarly, Martin Scheinen, the UN special rapporteur on the protection of human rights, told the UN Human Rights Council that better detection technology would also be better for human rights. He wondered if a “hasty decision” was made by countries to adopt the Rapiscan technology as a result of the Christmas Day terrorist attempt. But new aspects of the technology lessen fears of privacy abuse. A distant screener does not see the person and the face is not recognizable.  
DATA SECURITY: InZERO CLAIMS BEST PC SECURITY FOR THE MOMENT.  Attacks on organizational databases are daily events. A study by the Ponemon Institute says that 85% of corporations and govt. agencies suffered IT security breaches and data losses over the past year. The remaining 15% are either hypocrites or haven’t gone online yet.


What to do? Of course, CSIOs are working every day to protect their employers’ systems. A host of software and hardware options are available. One in particular is obtaining a lot of buzz. InZero Systems, Herndon, VA, says that its PC hardware-based system is hackproof. 


The concept of InZero was developed by a Ukraine computer engineer, Oleksiy Shevchenko. The OS is read-only. So it can’t be changed by a virus or attacked by a hacker. InZero has asked computer security experts to test its system. So far, no successful attempts have resulted.  
RECOMMENDED BOOK: SAFEGUARDING HOMELAND SECURITY.  Subtitled Governors and Mayors Speak Out, this volume brings together 31 contributors who share insights across a broad variety of post-9/11 concerns. In actuality, only 20 are governors or mayors. But all contributors have been professionally or academically involved in the security transformation which has occurred in 8.5 years.  


In 2002, the total budget for what has come to be called homeland security was $20.6B with a supplemental budget as a result of 9/11 of $12.36B. Over the next six years homeland security funds almost doubled. In 2008, one-third was spent on protecting border and transportation security; one-third, on protecting critical infrastructure and key assets; 8% on emergency preparedness and response; the remainder on miscellaneous. This has resulted in a profusion of investment in technology related to protection. However, procedures and policies have changed as well. This volume covers the territory.


Simon Hakim and Erwin A. Blackstone, Temple Univ., have ably edited this tight volume. As  9/11 money for homeland security became available to states, counties, and cities, politicians asked how they should spend it and how others were. The volume presents experiences shared from the perspectives of large and small cities and states. Private sector readers will note that they now figure prominently in planning and response. Some vignettes from the book’s 25 chapters: 
· Private sector roles could save the public money, opine Hakim and Blackstone. Competitive bidding could permit some policing and fire and all publicly provided ambulance services to be contracted out. The savings could be $5.8B to $7.3B. 

· Border security and local safety is discussed by James Jay Carafano of the Heritage Foundation. The 2K miles border with Mexico is “out of control,” he says. The cartel wars, and the violence and lawlessness created is destroying property and putting lives at risk. 


Law enforcement is responding with Border Enforcement Security Task Forces (BESTs) and Joint Terrorism Task Forces (JTTFs) operated by the FBI.  Immigration and Customs Enforcement (ICE) operates Fugitive Operative Teams to apprehend and remove criminal fugitive aliens. A payoff to the states: asset forfeiture and sharing from official seizures.

· The visitors who stayed were discussed by Bill White, mayor of Houston. In Sept., 2005, 200K persons displaced by Hurricanes Katrina and Rita found shelter in Houston. By the end of 2005, about 160K evacuees were still living there. Many lived in 37K apartments and houses provided by a locally designated emergency housing program. Today about 90K to 100K are still there. 


White’s advice is to enlist “experienced people” to help respond to the emergency. In this 


case 600 apartment owners and managers and hotel operators helped provide the housing. 

· Public-private partnerships result in mutual aid for the good of all. Mayor David G. Wallace of Sugar Land, TX, describes a TX regional plan for deployment of personnel and equip in 12 pre-selected regions of the state. A model Mutual Aid Agreement is provided. 

· Using technology to serve many interests is covered by Albert Morales and Todd S. Ramsey of IBM. They argue that every day IT resources can be useful in emergencies. These IT tools are meant to compliment human judgment and leverage assets when needed.   

Pub. by: Springer, www.springer.com 292 pp., numerous tables and figs.; $139. 
SECURITY BRIEF.  Chuck E. Cheese, an arcade and pizza chain aimed at youth, has installed Rules of Conduct policies in about 25% of its 500 locations. Drunken brawls in MI and WI establishments have concerned mgmt. Prohibited conduct: see-through garments, no gang-style apparel, and no loitering. 
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Identity Solutions & Information Security Big Market Factors This Year

Like most industrial segments the security industry performed badly in recent quarters. But the industry has surged back, generally growing faster historically and providing more return to investors than the S&P 500. Jeff Kessler, Imperial Capital, reports in his current Monitor that the $180B to $200B security industry remains “an attractive, highly fragmented business with strong growth and consolidation prospects.” Kessler feels the industry provides “attractive, defensive opportunities” for investors. Here are comments and observations from Kessler’s report:



Security industry valuations have risen over the past year, with the physical security 


sector gaining the largest in terms of valuation. During the 4th qtr. of 2009, the security industry 


in Kessler’s stock group followed the market as the S&P 500 Index rallied from its 12-yr. low,


reached on Mar. 9, 2009. Throughout the 4th qtr. security industry stocks overall outperformed the 


S&P 500, Russell 2000, and NASDAQ Indexes.       




The 4th qtr. of 2009 saw a sizable increase in M&A activity, compared with the 3rd 


qtr. of the same year which produced few than 100 deals. Transactions in the 4th qtr. were the 


largest since the 3rd qtr. of 2008. Kessler writes: “Deal flow overall is likely to continue its 


recovery in the next quarter, following the return of the financing markets, which, overall, is 


a positive sign looking into 2010.”  


Public offerings spiked as the public offerings market made a strong return. More 


public offerings occurred in the 4th qtr. ’09 than in the previous two qtrs. combined. These include: 


e2v Technologies and Gunnebo. 



The number of bankruptcies in the 4th qtr. increased from two to seven.  Kessler 


notes: “While the security industry has experienced an increase in filings, it continues to 


experience fewer filings than have been occurring in other less-integrated industries with slower 


return to growth.” On the list: Label Systems and Iceweb Solutions Group.



Is a fundamental change in residential alarm monitoring coming?  Kessler believes the 


US residential market for alarm monitoring “is still largely underpenetrated.”  Out of 110M single-


family households about 23%-25% are monitored. Current systems usually require a landline 


phone connection and only provide alarm information. The technology has advanced. New alarm 


systems delivered through broadband, cellular, and GSM (Global System for Mobile 


Communications) offer more services and also more recurring revenues to the service providers. 


Kessler reports that “most of the better companies” have attrition in the 8% to 13% range. New marketing techniques bring customer creation costs of $700 per customer to over $1,500. Higher customer acquisition costs pushes alarm monitoring firms to charge more for the same service. A bifurcation could occur in monitoring firms between those with traditional services compared with interactive verification services. 


Why did Brink’s Home Security sell? Kessler believes that a long period would be 


required for Broadview to successfully rebrand itself as it would no longer be able to use the 


Brink’s name. Customer acquisition costs were rising, as noted above. ADT offered a 30% 


premium to the stock price. ADT’s own operations will be strengthened by the amalgamation. 



A growing market: anticounterfeiting services and brand protection. Kessler writes: 


“Counterfeiting, diversion of goods, and brand protection have been some of the greatest publicly 


disregarded economic (and now security) drains over the past twenty years.”  



Counterfeits are found in prescription pharmaceuticals, critical defense parts, industrial and 


consumer electronics, and passports and secured credentials. The cost of the economic loss from 


counterfeiting is placed at $650B, representing 7% of the world’s economy. By contrast, an 


estimated $3B-$4B of industry resources is devoted to anticounterfeiting efforts. 



Who are providing anticounterfeiting services? Large organizations with divisions or 


specialty interest include: De La Rue (UK) which makes govt. banknotes; SICPA (Switzerland) for 

banknote inks; Dai Nippon’s Sun Chemical subsidiary for commercial inks; 3M; Motorola 

(Symbol Technology); Lockheed Martin (Savi); and Texas Instruments. 



Pure-play companies include: Authentix, OpSec Security, and Hologram Industries. Others 


that provide secure credentials include: L1 Identity Solutions, Gemalto, and LaserCard. Plenty of 


small and fragmented businesses inhabit the sector like Applied DNA.


Further information: www.imperialcapital.com 
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NEW HEALTHCARE BILL TO IMPACT COST FOR SECURITY GUARD SERVICES. We see inflationary pressures—hopefully mild—throughout industry simply from the effects of the new healthcare legislation. But for sure the security guard industry will be affected more then most from this historic new entitlement. To be sure, major security guard firms saw this development coming and long ago began to make adjustments in their benefits offerings and cost structures. 

A few security businesses effectively made health coverage available to all employees years ago. (Coverage is considered to be 100% if another family member includes the security worker in his or her own policy.) However, the majority of larger security guard companies offer coverage with no or only partial fees paid by the employer. The rest is deducted. Such policies are managed by the firm’s HR benefits office. Still a sizeable minority of the industry does not provide healthcare benefits except for managers. Guards have to fend for themselves. The new bill will extend such coverage. 


The smallest guard companies (under 50 employees) will be exempt. Indeed, their workers will face a fine if they do not provide coverage for themselves if otherwise they do not have it. 
MARSH & McLENNAN OFFERS KROLL REPORTEDLY FOR $1.3B.  Kroll Inc. has had a dramatic history in recent year. On 07/04 Marsh & McLennan Cos. (MMC) paid about $1.9B for the investigative, risk consulting, and technology firm. It seemed pricey but gave MMC an arguably valuable add-on service to its risk mgmt. consulting activity. At that time Jules Kroll was CoB and Michael G. Cherkasky CEO. But just after the ink dried on the sale agreement and checks cleared, MMC faced fraud and bid-rigging charges. MMC CEO Jeffrey W. Greenberg left and Cherkasky replaced him. 


In Jan. 08, Cherkasky was replaced by Brian Duperreault who sold off part of Kroll’s assets, including to Garda World. (SL 2/18/08) Nonetheless, the remaining pieces continued to drag down MMC and resulted in a $540M impairment charge, reflecting the fact that MMC overpaid. Another $315M impairment charge occurred last year with the sale of Kroll Government Services. 


Last year the remaining Kroll unit represented 6% of MMC’s operating revs. but was the worst performing segment among the major revenue sectors. Now MMC reportedly has put Kroll for sale at about $1.3B. According to the Financial Times and Business Insurance, Carlisle Group, Apax Partners, and General Atlantic have offered bids. Meanwhile, founder Jules Kroll continues to explore opening a securities vetting and ranking service to compete with S&P, Moody’s, and Fitch. 
IS THAT SECURITY WORKER AN EMPLOYEE OR A CONTRACTOR? A TAXING ISSUE.  For decades some employers have sought to classify certain workers as contractors. Generally, contractors are independent workers who can be identified in three ways: 


Behavioral control covers whether the business has the right to direct or control the work through training and instructions. Financial control concerns the right of the organization to direct or control financial aspects of the relationship. For example, how the business pays the worker and how the services are made available can be determinants as to whether the worker is an employee or an independent contractor. Finally, the relationship of the parties may be solidified through written agreements that identify services the contractor will perform. Independent contractors can work for others.
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The advantage to employers. Contractors pay their own benefits such as FICA (Social Security), all taxes, unemployment insurance, and, notably, health insurance which continues to escalate. Independent contractors do net more than regular employees in most situations. But if all financial costs and benefits are taken into consideration, the deal generally is more profitable as a status employee. Further, the tenure of regular employment provides protections against being terminated without just cause.      

Employers who misclassify workers as independent contractors can also circumvent minimum wage and overtime payments.  They don’t have to pay for sick days, snow days, or vacation days. This ruse has been used in the security industry in the past. Armed security officers working regularly have been misclassified as contractors. Similarly, lesser companies in the cash logistics business, alarm installation services, and security system integrators have been misclassified as contractors. 


A study by Cornell researchers found that 10% of NYS’s private sector workers were misclassified 

A Harvard study determined that 4.5% of MA workers were improperly classified. The Dept. of Labor is hiring 100 more enforcement personnel to verify compliance with the law. At stake for the feds are more taxes, past interest on unpaid taxes, and penalties for violations in the laws. 
MERGERS & ACQUISITIONS.  SecurAmerica, Atlanta, has acquired Celadon Security Services, Boston, and North Shore Celadon Security Services, in a package deal. The acquisition brings 300 employees. SecurAmerica’s Frank Argenbright says that his firm grew 35% organically last year.    
PEOPLE.  Edward Breen, CEO of Tyco Intl., discusses why he wanted to buy Brink’s Home Security, now operating as Broadview Security for $1.95B. This was Tyco’s first big acquisition since 2002. Profiled in Business Week (Feb. 22) Breen still hasn’t been able to recover Tyco’s value of earlier years.  Dennis Kozlowski, “acquisitions on steroids,” would juggle books, cut staff, and reduce R&D to provide a leaner and meaner and more profitable Tyco. Alas, Kozlowski’s methods also cut growth and he stole, too.      
The former Tyco CEO, currently incarcerated, has asked the courts to free up his pension assets that are estimated to be worth about $75M.  

Bo Dietl, described as a “celebrity private eye” and chair of the NYS governor’s private security advisory committee, admits that nine handguns and a shotgun are missing from his Midtown office. The arms disappeared from Oct. ‘07 to late Jan. ’10 when he went looking for them. Dietl reported the burglary to police as required. 

BRIEFS.  A $7.5M Navy contract held by Securitas was terminated after three dogs died and 46 others were in poor health. The dogs were being trained by Securitas to detect explosives. Their neglect was first reported by the Virginian Pilot in Norfolk….LifeLock agreed to pay $12M to settle claims by the FTC and 35 states that the co. exaggerated its ID protection claims. Many will remember LifeLock’s CEO Todd Davis posting his own Social Security Number in ads and on trucks. The FTC concluded that the ads were deceptive. The public was not adequately protected by LifeLock’s services.

Honeywell and Ingersoll Rand are among the leading recipient of US federal contracts, grants, or loan guarantees that have some business in Iran’s energy sector. US policy prohibits firms from doing business there following the Iran Sanctions Act of 1996. The New York Times (Mar. 7) does not conclude that these firms have “clearly” violated the law. But many foreign-based ones have.      

Two former employees of Blackwater Worldwide have accused the military/private security co. of defrauding the US govt. for years by filing bogus receipts, double billing for the same services, and charging the govt. for the use of stripper and prostitutes not permitted by GSA schedules. The lawsuit against Blackwater was filed by a married couple, Brad and Melan Davis, under the False Claims Act.  

Garda World has survived its near-death experience by re-financing and reducing its debt over the past year. Formerly soaring with a share price of $25 per share, it crashed to under $1. Thousands of investors got hurt. The refinance has cut interest expenses by $15M. But credit costs are high: 10.12%.  
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Valuation Multiples for Security Industry Stocks (4th qtr. ’08 v. 4th qtr. ’09) 





Industry/Sectors			12/31/2008	   12/31/2009	       Y/Y Change





Security Industry			   8.8x		       9.9x		11.9%


    Physical Security Sector		   8.2		       9.4		14.7


    Identity Solutions Sector		   8.8		       9.3		  5.7


    Information Security Sector	   9.4		     10.9		15.3





Source: Imperial Capital, Capital IQ, and SEC filings. Six firms are excluded in ’09 calculations. See full report for corporations included. Based on EV/LTM EBITDA.  EV/LTM = Enterprise Value divided by Last Twelve Months.  





Physical Security Selected M&A Activity (4th qtr. 2009)





Announced/ 		


Filing Date    Target		            Buyer	                  Description





2/2/2010	         China Video Surveillance     Various funds            CCTV products. Transaction value: $4M





1/18/2010       Broadview Security	            Tyco Intl.	                  Form. Brink’s Home Security. Value $1.95B





11/12/09	 1       GE Security	                          UTC Fire & Sec.        Security & safety line. Value: $1.82B





1/7/2010	 2       Protect America	            RockBridge Equity    Primarily a residential alarm monitoring 


				            Falcon Invest.	    Service. 		  





12/31/09	3        Protection Systems	            Safeguard Security    Alarm & access control installer





6/19/094          GVI Security Solutions        GenNx360 Capital     Video surveillance. Value: $20.1M





10/1/095          Devcon Intl. 	           Golden Gate Capital   Electronic security in NY & FL.  





1. Closed 3/1/10.  2. Closed 1/7/10.  3. Closed 12/31/09.  4. Closed 12/8/09.  5. Closed 10/1/09. 








UL Rated Vault Panels





Rating	  Weight	     Panel Thickness





Class M	    17 lbs	         4”   (like TR/TL 15x6)


   


Class 1	    27 lbs	        6.5” (TR/TL 30x6)





Class 2	    50 lbs	      12”    (TR/TL 60x6)





Class 3	    71 lbs	        7”	 (TR/TL 120x6) 





TR/TL = torch and tool resistant for indicated


minutes on six size (x6) of the vault. Weight =


per square ft.








